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Disclaimer

This document has been produced in the context of the 7SHIELD Project. The 7SHIELD
project is part of the European Community's Horizon 2020 Program for research and
development and is as such funded by the European Commission. All information in this
document is provided ‘as is" and no guarantee or warranty is given that the information is
fit for any particular purpose. The user thereof uses the information at its sole risk and
liability. For the avoidance of all doubts, the European Commission has no liability with
respect to this document, which is merely representing the authors’ view.
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Executive Summary

7SHIELD website (www.7SHIELD.eu) is a central tool for the dissemination,

communication and networking activities of the project. This document aims to describe
the key points of the design, content, maintenance, updating and use strategy of the

website.

The document presents the structure of the site and explains how the content is
organised across the different pages and sections. It is illustrated by a series of

screenshots of the website.
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1. Introduction

7SHIELD website (www.7SHIELD.eu) is central for communication activities toward the

different targeted audiences and plays a role in the dissemination of 7SHIELD results. The

website mains objectives are to inform the public on the project status and its evolution,

to relay the newsletters and give insight on 7SHIELD results and publications.

7SHIELD website will enable in particular:

® to provide an overview of the project, its objectives, its main milestones and the

profiles of consortium members;

® to stay up to date on 7SHIELD progress throughout the project, with the diffusion

of newsletters, brochures, info boards and a video;
® to give access to all public deliverables produced during the project;

B to foster the involvement of the various stakeholders and support the organisation
of the different events with a calendar, a contact form and information about all the

coming events organised by the consortium or related to its activities;
® to create awareness for the project and collect feedback from stakeholders;

® to provide access to the dissemination material and reference to the open access

publications produced within 7SHIELD project;

¥ to facilitate the interaction between partners and interested parties.
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2. Website structure

7SHIELD website is available at www.7SHIELD.eu and is developed following a responsive

web design. It means that the website dynamically changes its appearance depending on
the screen size and orientation of the device being used to view it. The domain name has
been chosen to be easily found via search engines and the web site is accessible to

anyone, without restriction.

Overall graphic design of the Website is aligned with 7SHIELD corporate identity detailed
in D8.2 Corporate identity and logo deliverable. The interfaces and contents are in

English, to be understood by the largest audience and by all consortium partners.

The Website is designed to address the identified target groups in the most effective
way, and is the easiest way to ensure high visibility of the project for the EU officials as

well as target audiences, stakeholders and the general public.
7SHIELD website contains 8 main pages and 10 sub-pages:
HOME

PROJECT

o CONCEPT
o OUTCOME
PILOTS

o CYBER/PHYSICAL ATTACK IN DEIMOS GROUND SEGMENT - SPAIN

o CYBER/PHYSICAL ATTACK IN NOA GROUND SEGMENT - ATHENS,
GREECE

o CYBERATTACK ON ONDA DIAS PLATFORM
o THREAT DETECTION & MITIGATION ON THE ICE CUBES SERVICE
o PHYSICAL ATTACK IN ARTIC SPACE CENTER — SODANKYLA, FINLAND
e REPORTS & PUBLICATIONS
e MEDIA
e CONSORTIUM
e NEWS & EVENTS
o NEWLETTERS
o EVENTS
o LINKS
o CONTACT
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3. Website content

3.1.  Common header
All 7SHIELD website pages have a common header composed of 7SHIELD logo to the

left, and the drop-down menu to the right.

@ 7S5HIELD Home Project Pilots Reports & publications Media Consortium News & Events Contact

Figure 3-1 - 7SHIELD common header

3.2. Common footer

All 7SHIELD website pages have a common footer composed with 7SHIELD logo, the
European flag, a reference to European Commission financial support to the project and a
link to 7SHIELD LinkedIn page (https://www.linkedin.com/company/7shield).

?7 7SHIELD

Figure 3-2 - 7SHIELD common footer
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3.3. Home page

The HOME page (https://www.7shield.eu/) provides an overview of the project and

includes 6 sections linked to other pages of the website.

3.3.1. Project section

The first section displays a short title, the official title of the project and a button that
redirect to PROJECT page (https://www.7shield.eu/project/).

This section has been especially designed to give a strong visual identity to the project.
The background displays the same image used in 7SHIELD presentation template and
colours follow 7SHIELD graphic charter. Both are described in in D8.2 Corporate identity
and logo deliverable.

: ECI-I/NOLOGIES AGAINST
CYBER &‘PHYS CAL THREATS FOR SPACE

GROUND%SEG A NTS

Safety and Security Standards of Space Systems g und Segments and Satellite data assets, via prevention, detection, response and mitigation of physical and ¢

LEARN MORE

Figure 3-3 — 7SHIELD Home page — Project section

3.3.2. Consortium members section

The second section introduces the partners. Their logos are displayed in a carousel and
each one redirects to the CONSORTIUM page (https://www.7shield.eu/consortium/).

N
"4

.EETT dags =5 cS @ cyberlens

Figure 3-4 — 7SHIELD Home page — Consortium members section
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3.3.3. 7SHIELD framework section

The third section introduces 7SHIELD framework and its technology bricks (or “key
results” as in the proposal). The “key results” are gathered in 4 categories corresponding
to the 4 steps of crisis management. Each key result redirects to the OUTCOME page

(https://www.7shield.eu/outcome/).

7SHIELD
FRAMEWORK

Prevention
technologies
RISK ASSESSMENT TOOLS

SECURE AUTHENTICATION
MECHANISM

CYBER AND PHYSICAL THREAT
INTELLIGENCE

&

Detection
technologies

DATA COLLECTION AND EDGE
PROCESSING MODULE

FACE DETECTION AND FACE
RECOGNITION MODULE

VIDEO-BASED OBJECT AND
ACTIVITY RECOGNITION

CYBER-ATTACK DETECTION
FRAMEWORK

THERMAL AND NEAR-
INFRARED IMAGE PROCESSING
FOR MAN-MADE THREATS
DETECTION

DETECTION OF GROUND
BASED AND AERIAL
INTRUDERS

COMBINED C/P THREAT
DETECTION AND EARLY
'WARNING MODULE AND
GEOSPATIAL EVENT
CORRELATOR

O}

Response
technologies
7SHIELD KNOWLEDGE BASE

CRISIS CLASSIFICATION
MODULE

TACTICAL DECISION SUPPORT
SYSTEM

SOCIAL AWARENESS AND
WARNING MESSAGE
GENERATION

UAV NEUTRALISATION
MECHANISM

Figure 3-5 — 7SHIELD Home page — 7SHIELD framework section

Mitigation
technologies

POTENTIAL IMPACTS FROM
C/P ATTACKS AND
COUNTERMEASURES
KNOWLEDGE BASE

9
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3.3.4. Pilot Use Cases Section

The fourth section introduces the Pilot Use Cases that will be carried during the project. It
is composed of 5 snippets, 1 for each Pilot Use Case. Each snippet redirect to the page
dedicated to its related Pilot Use Case. At the top of the section, a “VIEW ALL PILOTS”
link redirects to the PILOTS page (https://www.7shield.eu/our-pilots/).

Pilot Use Cases

CYBER/PHy>ICAL
THREAT DETECTION & ; ATTACK IN NOA GI
MITIGATION ON THE ICE CYBER ATTACK ON ONDA SEGMENT - ATHEI
‘INLAND CUBES SERVICE DIAS PLATFORM GREECE

Figure 3-6 — 7SHIELD Home page — Pilot Use Cases section
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3.3.5. News & Events section

The fifth section gives an overview of 7SHIELD's last news through articles snippets that
redirected to the related articles. An “ALL NEWS” button redirects to “NEWS & EVENTS”
page (https://www.7shield.eu/blog/).

// OUR RECENT NEWS

News & Events

6 November 2020

7SHIELD Kick-Off Meeting

=> LEARN MORE

Figure 3-7 — 7SHIELD Home page — News & events section

3.3.6. Contact section

The sixth and last section displays a “CONTACT US” button that redirects to the
“Contact” page (https://www.7shield.eu/contact/).

//We are here to answer your questions

Contact us

CONTACT US

Figure 3-8 -7SHIELD Home page — Contact section
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The PROJECT page (https://www.7shield.eu/project/) gives information about 7SHIELD
context, objectives and challenges.

Project

What is our project ?

SHIELD - Safety and Security Standards of Space Systems, ground Segments and Satellite data assets, via prevention, detection, response and mitigation of
physical and cyber threats is funded by the mission (E through tt € ch and innovation programme
U-INFRA-2019 - Preventior : d mitigation of

ading techr

irity land I J | gly r I ntial “r r “new threa ally brid
1ck to the lat m " vou I bilitating impa I ar
rof ti I I Iroy ri infra I il a ) space ground segm i
tellit [ and, on the other hand, a cyber-att in it ) r ffect | e reli
ds: findability, a ibility roperabilit )
Ily ex jvance veil hanisr lised storage of lar

tr f la ult to vulr 1 desig hen au ti

IEL m idi holist r k confr I rir a I v pr
1 F

fically, tt r t na r befo Ir k | att urir r ionandr

ffici aking into a int budgetar a nit la ) 1 aut atically update ffe ick r
resil of I I jround by t nui ar
t nir rin

Figure 3-9 - 7SHIELD Project page
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3.4.1. Concept page

The CONCEPT page (https://www.7shield.eu/concept/) gives information on 7SHIELD
concept and how 7SHIELD consortium intends to overcome the challenges at stake. The

page also contains an illustration of the overall approach.

What is the concept ?

The overall concept of 7SHIELD is to provide to the European Ground Segment facilities a holistic framework enable to confront complex cyber and physical

threats by covering all the macrostages of crisis management, namely pre-crisis, crisis and post-crises phases.

from multidisciplinary fields, namely

SHIELD integrates a series of state-of-the-art technological achieverr

* Semanticr ng
* High-level analytic
« Decision support system
* Crisis management
« Situational awarene
e technc jies will focus on the protection of critical infrastructure ich as ground segments of space system
Use case definition and requirements Pilot design, implementation and evaluation
Use case design, stakeholder Security Ethics and legal Development of the validation scenario Field demonstrations, testing and
engagement & user requirements requirements framework and evaluation methodology training
7SHIELD platform development I I I
Mitigation technologies for physical Response technologies for physical \ User interfaces/
and cyber threats and cyber threats Command and
. ” for ond Control (C2)
[t i decision-making or
« Development of service continuity scenarios for ﬁ

cyber attacks w Crisis level classification from multimodal data

« Development of service continuity scenarios for fusion
physical attacks » Decision Support mechanism

» Social awareness and interaction with the
citizens
= Intruding UAV neutralization
Detection technologies for physical
and cyber threats
« Data Acquisition and pre-processing methodologies
Vulnerability estimation and classification per asset | » Video surveillance technologies for physical attacks
for risk assessment » Cyber-attack detection mechanism R
Secure authentication mechanism for data access » Thermal and near-infrared image processing for man-
Cascading effects from physical and cyber-attacks made threats detection
due to their interdependencies Innovative Laser-based technologies for the detection
Cyber and Physical Threat Intelligence of ground-based and aerial attacks o !-

Prevention technologies for physical
and cyber threats

7SHIELD platform integration
Data Models for Combined Detection
.. -

Combined Physical and Cyber Threat Detection and
Early Warning

p

Ground Segments & Satellite Infrastructure

Cyber Threats

The data obtained fron >HIELD' sensor networks and those from the existing infrastructure of the ground segments themselves will be processed by the

nnovative threat detection algorithms and high-level multimodal fusion techniques. By utilising t ke visual analytics tools the outcome will be presented

operators via the 7SHIELD's interactive Use

actitioners from security sector, first responders and utility providers will be enabled to employ the 7SHIELD'’s Early Warning and Decision Support System, which

functionalitie nitoring hazardous circumstance

Figure 3-10 - 7SHIELD Concept page (abstract)
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3.4.2. Outcome page

The OUTCOME page (https://www.7shield.eu/outcome/) introduces 7SHIELD expected

results and gives an overview of each key result (technology brick) that will be developed

during the project. The page will be completed and updated throughout the project

depending on the key results produced, merged etc.

A holistic framework against Cyber/Physical threats

Key results

Prevention technologies

Risk
assessment

Secure
authenticati

Combined Cyber and
threat Physical
tools on assessment Threat
mechanism tool Intelligence
escriptior ription
L MORE
EARN M RN LE
. .
Detection technologies
Data Face Video-based Cyber attack
collection detection object and detection
and edge and face activity framework
processing recognition recognition
module module

iptior

EARN M(

Figure 3-11 - 7SHIELD Outcome page (abstract)
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3.5. Pilots Page

The PILOTS page (https://www.7shield.eu/our-pilots/) introduces the 5 partners that will
implement all of parts of 7SHIELD framework on their infrastructures. It also illustrates the

evaluation cycles that will be implemented with operational tests and demonstrations

throughout the project.

The PILOTS page includes links to the 5 dedicated Pilot Use Case pages.

Pilot Use Cases

7SHIELD framework and its technology bricks will be tested through five Pilot Use Cases g

= b +-
onsisting of several scenarios involving physical, cyber or combined cyber/physical wecare ~ -
°
attacks. The platform will be tested in training grounds owned by the Finnish 7 nd Pt Evatution Crcte
Applications Services and Serco italia. e
vom
cycle, the different use cases will be tested in different countries, in order to exhibit the .:
wide applicability of 7SHIELD over different scenarios, and present any technical issues ’.__ o "‘".,' ".’:"
gaps or issues that should be improved for the next releases of the system

Figure 3-12 - 7SHIELD Pilots page
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3.5.1. Pilot Use Case pages

Each of the 5 Pilot Use cases is described in a dedicated Pilot Use Case page. These

pages are named as following:

o CYBER/PHYSICAL ATTACK IN DEIMOS GROUND SEGMENT - SPAIN
(https://www.7shield.eu/pilots/attack-in-deimos-ground/)

o CYBER/PHYSICAL ATTACK IN NOA GROUND SEGMENT - ATHENS, GREECE
(https://www.7shield.eu/pilots/segment-of-noa/)

o CYBERATTACK ON ONDA DIAS PLATFORM
(https://www.7shield.eu/pilots/onda-dias-platform/)

o THREAT DETECTION & MITIGATION ON THE ICE CUBES SERVICE

(https://www.7shield.eu/pilots/ice-cubes-service/)

o PHYSICAL ATTACK IN ARTIC SPACE CENTER — SODANKYLA, FINLAND

(https://www.7shield.eu/pilots/arctic-space-centre/)

Each Pilot Use Case page describes:
o the infrastructure(s) on which 7SHIELD framework will be tested;
o the simulated attack scenario upon which 7SHIELD framework will be tested;
o 7SHIELD potential future outcomes for the partner and its specific infrastructure(s).

Each Pilot Use Case page also contains an illustration of the infrastructure that will

implement the pilot.

@ D8.3 Project Website Page 19/ 35
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CYBER ATTACK ON ONDA DIAS PLATFORM

Critical Infrastructure

ONDA by Serco®

a registered trademark of Serco Italia S.p.A. and is one of the five ESA Data and Information Access Services (DIAS). Serco is responsible for

ONDA operations and services and is the contractual entity leading with ONDA end-us

Motivation

e mission Ground Segment represent the set of infrastructure, equipment and functions to allow the processing, archiving and dissemination of Satellite data

The data archiving function in particular has the objective to store and preserve the mission products for the long term (i.e. a longer period than the contractual

coverage of the activity). The infrastructure security problem is therefore largely impacting the performance of the afore-mentioned services but it may have critical

impacts especially on Data Access and Long-Term Archive service. Indeed, in case of a major attack causing the unavailability of these services, the performance of
the entirely mission is affected: e.g. ir e of Data Acce unavailability the users cannot have acce to satellite data. The cyber-security attack enario i
drastically enlarging the impact within the pernicus Programme (http: y.copernicus.eu/en). As a pilot for our project, we selected the ONDA [

)IAS cloud
nfrastructure (https://www.onda-dias.eu/cms/) to exploit cyber

ecurity scenarios. ONDA is the Serco DIAS platform enabling users to host data and to build their
applications in the Cloud. We are storing more that 16PB of satellite data from Earth Observation satellites, including the Sentinels - a family of missions developed
by ESA for the operational needs of the Copernicus programme - Envisat and Landsat 8 and from Copernicus Services Projects (e.g. Land and the Marine

environment monitoring service

Figure 3-13 — SERCO’s Pilot Use Case page (abstract)
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3.6. Report & publications page

The REPORT & PUBLICATIONS page (https://www.7shield.eu/reports-publications/)
includes 4 tables.

The first table lists all public deliverables, with a link to download the documents in PDF.
It indicates for each document:

o its ID (according to the Grant Agreement),

o its title (with a link to download the documents in PDF);

o a short description of the document.

The second table lists all presentations, abstracts and other relevant material. It indicates
for each document:

o the date of publication;

o the event for which it was created;

o its title (with a link to download the documents in PDF);

o the author(s).

The third table lists all papers produced in the frame of the project and published in

scientific journals.
The fourth table lists all other papers published in conferences.

These two tables indicate for each document:

o the date of publication;

o its title;

o the author(s);

o the link to the paper hosted in scientific databases.
The REPORT & PUBLICATIONS page will be updated every month with the public
deliverables, presentations, abstracts, papers and scientific publication produced and

validated by the consortium (and the Project Officer in case of public deliverables).
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Reports & publications

Deliverables

Public deliverables produced in the frame of 7SHIELD work programme are available here

ID Title Short description

Presentations

Presentations, abstract and other relevant material of 7SHIELD project are available here:

Date Event Material Author(s)

Scientific publications

Papers published in scientific journals are available here

Date Title Author(s) Link

Papers

Papers published in conferences are available here

Date Title Author(s) Link

Figure 3-14 - 7SHIELD Reports & publications page
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3.7. Media page

The MEDIA page (https://www.7shield.eu/media/) gives access to 7SHIELD

communication kit, i.e. a set of communication materials to be downloaded by anyone

wishing to communicate about 7SHIELD. It is composed of 7SHIELD official logo, and will
be enhanced throughout the project with a commercial presentation, a brochure, an info
board and a video.

The page also includes a list of each article from external media referring to 7SHIELD,
with a link to the article.

7SHIELD communication kit

7SHIELD in other media

Articles, interviews and references to 7SHIELD project have been made in several media, which are listed below

Figure 3-15 - 7SHIELD Media page
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The CONSORTIUM page (https://www.7shield.eu/consortium/) introduces the 22 partners

of 7SHIELD consortium with, for each organisation:

its logo;
its name;
its nature (Private company, Research centre etc.);

a short description;

o O O O O

a link to the page dedicated to the partner.

7SHIELD consortium

Consortium partners

A G(I:DCELIGENCE CENTRIC:  CENTRIC © CeRICT

\CCELIGENCY

fallam University and international projects ir

CERTH
Cyberlens ~c CS Group
L] \——

ntre for Re arch Cyprus-based compa t ed i ( GROUP i

echnolog lellas (CEF 1), founded ir 019 C( IGENCE Ltc engaged ir based ir ance, with bsidiar

Figure 3-16 - 7SHIELD Consortium page
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Each of the 22 partners has a dedicated page accessible from the Consortium page. Each
page gives information on the organisation (logo, name and nature of the organisation,
country and website), a description of the partner main activities, its role in 7SHIELD

project and the key results it will develop during the project.

For example, CeRICT's dedicated page is accessible at https://www.7shield.eu/cerict/.

CeRICT

CeRICT

L logy
CeRICT SCRL

WICT

Country: Italy

Website: www.cerict.it

Description

Figure 3-17 — CeRICT’s individual page

D8.3 Project Website Page 25/ 35

7SHIELD



3.9. News & Events page

The NEWS & EVENTS (https://www.7shield.eu/blog/) page lists all the articles published
by 7SHIELD communication team on the website and LinkedIn page during the project.

Full articles are accessible by clicking on the article snippets on the page.

Links to Newsletters page and Events pages are available on the right of the page.

News & Events

Find our Newsletters
here

Find our coming events
here

Latest News

7SHIELD Kick-Off
Meeting
i

7SHIELD Kick-Off Meeting

7SHIELD Kick off Meeting was held on 28-29 September 2020 by videoconference due to COVID-19

pandemic. The meeting gathered more than 80 participants from 12 countries. 7SHIELD aims to develop [...]

Figure 3-18 - 7SHIELD News & Events page
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3.9.1. Newsletters page

The NEWSLETTERS (https://www.7shield.eu/newsletters/) page gives access to the

newsletters that will be published every year during the project. PDF versions of the

newsletters will be accessible through a download link.

7SHIELD newsletters are available here:

Figure 3-19 - 7SHIELD Newsletters page
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3.9.2. Events page

The EVENTS page (https://www.7shield.eu/events/) lists all the past and coming events to
which members of 7SHIELD consortium participate and that are related to 7SHIELD

activities. It could be external events or events organised within the frame of 7SHIELD

activities.

Q_ Search for events Find Events List Month  Day

December 2020

February 2021

MON

15

March 2021

11

Now onwards v

December 15 - December 16

International Conference on Aerospace Engineering
and Space Technologies

Bangkok Bangkok

The International Research Conference Aims and Objectives The International Research Conference
is a federated organization dedicated to bringing together a significant number of diverse scholarly
events for presentation within the conference program. Events will run over a span of time during the

conference depending on the number and length of the presentations. With its high [...]

15 February 2021 - 16 February 2021

International Conference on Sustainable Industrial
Development

Istambul, Turkey Istambul

The International Research Conference Aims and Objectives The International Research Conference
is a federated organization dedicated to bringing together a significant number of diverse scholarly
events for presentation within the conference program. Events will run over a span of time during the

conference depending on the number and length of the presentations. With its high [...]

11 March 2021 0 Q
CIPRE-EXPO 2

Bucharest, Romania Bucharest

As with many events that have had to postpone due to Covid 19, we have been closely monitoring the
situation over the last few months. There have been easing of restrictions taking place and decrease

Figure 3-20 - 7SHIELD Events page (abstract)

7SHIELD

D8.3 Project Website Page 28/ 35



3.9.3. Links page

The LINKS page (https://www.7shield.eu/links/) lists all institutions, EO organisations,

major stakeholders and other relevant projects that are linked to 7SHIELD project. It

includes links to the website of each identified organisation.

Links to institutional websites

European Commission | The executive body of the European Union

Europe 2020 strategy  The EU agenda for growth and jobs for the current decade

Innovation Union The EU strategy to create an innovation-friendly environment bringing economy growth and jobs

HORIZON 2020 The EU Framework Programme for Research and Innovation - The financial instrument implementing the Innovation Union
CORDIS Community Research and Development Information Service - The EC portal disseminating the results of EU research and innovation
research*eu Magazine covering specific topics of research interest from EU-funded projects

OpenAlRE Open Access Infrastructure for Research in Europe

Link to EO Organisations - Stakeholders

GEOSS The Global Earth Observation System of Systems
GEO The Group on Earth Observations

ARS( the European Association of Remote Sensing Companies
CEOS the Committee of Earth Observation Satellites

Link to other relevant projects

Focusing on health services infrastructure, SAFECARE will work towards creating a global protection system, which will cover threat

H202( >AFECARE
prevention, detection, response and mitigation of impacts across infrastructures, populations and environments.

H202( nfraSTF INFRASTRESS addresses cyber-physical (C/P) security of Sensitive Industrial Plants and Sites (SIPS) Critical Infrastructures (Cl) and
improves resilience and protection capabilities of SIPS exposed to large scale, combined, C/P threats and hazards, and guarantee
continuity of operations, while minimising cascading effects in the infrastructure itself, the environment, other Cls, and citizens in
vicinity.

H2020 - SecureGa SecureGas focuses on the 140.000Km of the European Gas network covering the entire value chain from Production to Distribution to

Figure 3-21 - 7SHIELD Links page (abstract)
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3.10. Contact page

The CONTACT page (https://www.7shield.eu/contact/) includes a contact form enabling

external organisations to get in touch with 7SHIELD consortium members.

You are interested in 7SHIELD project and want to know more or get involved?

Please feel free to contact us!

Want to get in touch?

Your email address will not be published. Required fields are marked *

I'm not a robot

reCAPTCHA
iy s

Figure 3-22 - 7SHIELD Contact page
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4. Website strategy

7SHIELD website is a tool made to support the consortium members in their
communication and dissemination activities. It will help them reach their objectives
regarding events participation, stakeholders involvement, public awareness, results

dissemination and exploitation and 7SHIELD overall impacts.

In order to improve the quality and quantity of the traffic, 7SHIELD website follows several

Search Engine Optimisation principles:
= Each page title includes relevant tags
= Each page is focused on one specific topic

* The page loading speed is optimised through image compressing and content

caching
= The navigation menu stays simple and intuitive
= The pages contain as much relevant illustrations as possible
= Each page contains links to other pages of the website
= The website contains links to relevant external websites

The website will be updated every month with news about on-going activities, achieved
objectives, results, coming events etc. All partners will participate in the elaboration of

this news.

To increase 7SHIELD website visibility toward external audiences, all partners will be

asked to put on their own websites a link toward 7SHIELD website.

The main audiences targeted by 7SHIELD website are listed above. They have been
identified both regarding their potential interest in the project activities & results and
regarding the potential benefits the consortium members could derive from interactions

with theses audiences.

Target Group Examples/ Representative Organisations

e Committee of Earth Observation Satellites (CEQS)

e Agenzia Spaziale Italiana (ASI), ltaly

e Canadian Space Agency (CSA), Canada

e Center for the Development of Industrial Technology (CDTI),
Space Agencies, Spain

Organisations of space e Centre National d'Etudes Spatiales (CNES), France

agencies e Comisién Nacional de Actividades Espaciales (CONAE),
Argentina

e Commonwealth Scientific and Industrial Research Organisation
(CSIROQ), Australia

e Deutsches Zentrum fir Luft-und Raumfahrt (DLR), Germany
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European Organisation for the Exploitation of Meteorologjical
Satellites (EUMETSAT), Germany

European Space Agency (ESA), Europe
European GNSS Agency (GSA), Europe
Instituto Nacional de Pesquisas Espaciais (INPE), Brazil

Aerospace Exploration Agency/Ministry of Education, Culture,
Sports, Science, and Technology (JAXA/MEXT), Japan

National Aeronautics & Space Administration (NASA), USA

National Oceanic and Atmospheric Administration (NOAA),
USA

National Space Agency of Ukraine (NSAU), Ukraine
Netherlands Space Office (NSO), Netherlands

United Arab Emirates Space Agency (UAE SA), United Arab
Emirates

United Kingdom Space Agency (UKSA), United Kingdom
Global Climate Observing System (GCOS), Switzerland
Swedish National Space Agency (SNSA), Sweden

Commercial operators of
Satellite Ground Segments

Airbus DS Geo, France

Telespazio, Italy

Collecte Localisation Satellites (CLS), France
Planet, USA

Digital Globe, (MAXAR) USA

GeokEye, USA

ATOS, Spain

Commercial operators of
telecommunication
Satellite Ground Segments

SES, Luxembourg

Intelsat, Luxembourg

Eutelsat, France

Avantiplc, UK

Inmarsat, UK

Kongsberg Satellite Services (KSAT), Norway
Hellas Sat, Greece

Swedish Space Corporation (SSC), Sweden,
Hispasat, Spain

National and Regional
Meteorological Institutes

European Centre for Medium-Range Weather Forecasts
(ECMWF), Europe

Finnish Meteorological Institute (FMI), Finland
Météo-France, France
Institut Royal Météorologique (IRM), Belgium

The Royal Netherlands Meteorological Institute (KNMI),
Netherlands

Instituto Portugues do Mar e da Atmosfera (IPMA), Portugal

Meteorologisk Institutt, Norway

7SHIELD
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Deutscher Wetterdienst, Germany

Hellenic National Meteorological Service, Greece

Ufficio Generale Spazio Aereo e Meteorologia, Italy
Agencia Estatal de Meteorologia (AEMET), Spain

Swedish Meteorological and Hydrological Institute, Sweden
Met Office, UK

MétéoSuisse, Switzerland

EO platform operators

SERCO, ltaly
Airbus Defence & Space, France
Creotech Instruments, Poland

Atos, France

E-Geos, Italy
GMV
Manufacturers of systems RHEA group
for Satellite Ground TERMA

Segment

A more complete list can be found here:
https://spaceindustrydatabase.com/

European Association of
Remote Sensing
Companies (EARSC)

Airbus, France

ALPHA Consult, ltaly

Ariespace, Italy

EOAnalytics, Ireland

European Space Imaging, Germany
Geospatial Enabling Technologies, Greece
HISDESAT, Spain

ICEYE, Finland

Kongsberg Spacetec, Norway
Neuropublic, Greece

Planet Germany, Germany

Planetek Hellas, Greece
SpaceSeed, France

SuperVision Earth, Germany

Thales Alenia Space, France

Draxis SA, Greece

Civil Protection Agencies /
Governmental Bodies

General Secretariat for Civil Protection, Greece
Dipartimento della Protezione Civile, Italy
Directorate General of Civil Protection and Emergencies, Spain

Civil Defence, Ministry of Interior, Cyprus

Cl Operators, Ministries &
Cl Protection Agencies

Finnish Transport Infrastructure Agency, Finland
Ministry of Infrastructure and Water Management, Netherlands
National Infrastructure Commission, UK

Swiss Civil Protection

7SHIELD

D8.3 Project Website Page 33/ 35




e Water Board of Nicosia, CY

e European Union Agency for Cybersecurity (ENISA)
Cybersecurity Agencies | e European Cyber Security Organisation: ECSO
e European Organisation for Security (EOS)

Defence Agencies e European Defence Agency (EDA)

General Public e All European Citizens

4-1 - Main target audiences of the 7SHIELD website

The consortium has defined several KPIs and audience objectives regarding 7SHIELD
website and its targeted audiences:

Metric Target

_ ) 10 000 visits over the 2-year project
Website audience

+20% visits each year

Downloads of online material
(communication kit, public
deliverable, scientific publication
etc.)

300 downloads over the 2-year project

4-2 - 7SHIELD website KPIs

Analytics tools such as Google Analytics will be used to collect insight on the website
visibility and traffic. In particular, it will be used to analyse which webpages have the most
visits, which content is being read or downloaded, how users reach the website and how
they interact with its pages and content. An internal report on audience statistics will be
generated and shared among the consortium members every month.

A Home

Audience Overview @ B SAVE & EXPORT < SHARE & INSIGHTS
B e Jan 31,2020 - Feb 6, 2020
an N - rel 3
All Users + ’ T
» ®© Realtime —
v & Audience
jers ~ | V6. seectametic Houry | Day | Week | Month
Overview
® Users
Active Users
Lifetime Value
Cohort Analysis
Audiences
User Explorer
» Demographics -
» Interests M New Visitor ' Returning Visitor
Users New Users Sessions Number of Sessions per User
{ 3,194 2,833 3,740 1.17
» Behavior s s | a s | B e | EEEEESSS.
» Technology
L Pageviews Pages / Session Avg. Session Duration Bounce Rate
e 6,560 1.75 00:01:25 72.43%
» Cross Device - | — | — | — —
‘S Attribution
Figure 4-1 - Analytic report on 7SHIELD website audience
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PR Horizon 2020
RSN European Union Funding
* for Research & Innovation

This project has received funding from the European Union's
Horizon 2020 research and innovation programme
under grant agreement No 883284
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