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Live questionnaires
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7 Questions — part 1

1.Have you experienced any external attack or a natural hazard
impacting Critical Infrastructures in the last 2 years?

2.Which is, according to your feeling or experience, the highest
probable threat / which type of threat worries you most?

3.What type of impact have you registered, or do you expect to
happen?

4.Considering the most common threat that you faced/may face, when
have you alerted / would you alert your end users?
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7 Questions — part 2

5.Considering the most common threat that you faced / may face, how
much time was / would be needed for the complete resetting of the
infrastructure?

6.How often do you think the business continuity plan shall be updated
considering "new targets" and "new threats"?

7.What innovation is more interesting for your business?

7SHIELD




Questionnaire




